Legislation in Administration:
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The Health and Safety at Work Act 1974
Health and safety legislation is constantly changing and being updated. You should know the main provisions of the Health and Safety at Work Act 1974 which is really like a large umbrella covering the minimum standards that need to be followed. The main regulations to be aware of are given below
The Health and Safety (Display Screen Equipment) Regulations 1992
These regulations provide protection for employees working at workstations with VDUs and PCs. They give guidance on the length of time to work at a VDU and advice on the provision of special equipment like screen and wrist guards to avoid fatigue or strain.
The Health and Safety (First Aid) Regulations 1981
These state that there needs to be a qualified first aid person and suitable equipment to administer first aid depending on the number of employees within the organisation 
Fire Precautions (Workplace) (Amendment) Regulations 1999
This legislation states that there should be means of fire detection (alarm bells) in case of fire, ways to escape, equipment to fight fires and staff trained in fire safety issues.
Data Protection Act 1984 and 1998
The main purpose of the Act is to balance the rights of those that lawfully hold our data for processing purposes, and their own rights
Key words that you must understand when discussing the Data Protection Act are:
Personal data – data about a living individual
Data subject – the individual that the data is about (you and me). We have rights that must not be infringed by organisations that hold and process our data.
Data controller – the individual or organisation that holds the data, this could be your school, college, bank, employer, library, hospital, a company that you have bought something from, etc. Data controllers have certain obligations that they must adhere to when holding and processing personal data. 
Copyright, Design and Patents Act 1988
Copyright gives 

Computer Misuse Act 1990
This Act makes it illegal to carry out offences against computer systems or the data held on the systems. There are three specific offences identified within the Computers Misuse Act, and these relate to:
unauthorised access to computer material
unauthorised access with the intention of committing fraud offences
unauthorised modification of computer material

It is an offence to access computer material that you have not been authorised to access, for example, it is an offence to log on to a computer system using the login details of a colleague or a friend. This offence applies to people that hack into computer systems too – even if they do no damage.
It is also an offence to access a computer system with the intention of committing other offences, for example, deleting or modifying data. You commit an offence even if you not succeed in your ultimate aim.
Finally, it is an offence to delete or modify information on a computer system if you have not been authorised to do so. Many organisations limit the number of people who are allowed to update the data on their system, giving limited ‘read only’ access to most people who need access.
 
